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1
Decision/action requested

This is a pCR to TR Study on forward compatibility for 3GPP Diameter Charging Applications, introducing some solutions
2
References

[1]
SP-160608 Study on forward compatibility for 3GPP Diameter Charging Applications
[2]
TR 32.870 v0.1.0
[3]
TR 29.819 Study on Impacts of the Diameter Base Protocol Specification Update.

3
Rationale

This pCR proposes to introduce some solutions 
4
Detailed proposal

The following changes are proposed to be incorporated into the skeleton for TR 32.870 [2]   
	First change


2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

 [1]
3GPP TS 32.240: "Telecommunication management; Charging management; Charging architecture and principles". 
[2] - [10]
Void.
[11]
3GPP TS 32.251: "Telecommunication management; Charging management; Packet Switched (PS) domain charging".

[12] 
 Void.

[13]
3GPP TS 32.253: "Telecommunication management; Charging management; Control Plane (CP) data transfer domain charging".
[14] - [19]
Void.

[20]
3GPP TS 32.260: "Telecommunication management; Charging management; IP Multimedia Subsystem (IMS) charging".

[21] - [29]
Void.

[30]
3GPP TS 32.270: "Telecommunication management; Charging management; Multimedia Messaging Service (MMS) charging".

[31] 
3GPP TS 32.271: "Telecommunication management; Charging management; Location Services (LCS) charging".

[32] 
3GPP TS 32.272: "Telecommunication management; Charging management; Push-to-talk over Cellular (PoC) charging".

[33]
3GPP TS 32.273: "Telecommunication management; Charging management; Multimedia Broadcast and Multicast Service (MBMS) charging".

[34]
3GPP TS 32.274: "Telecommunication management; Charging management; Short Message Service (SMS) charging".

[35]
3GPP TS 32.275: "Telecommunication management; Charging management; MultiMedia Telephony (MMTel) charging".

[36] 
3GPP TS 32.276: "Telecommunication management; Charging management; Voice Call Service Charging".

[37] 
3GPP TS 32.277: "Telecommunication management; Charging management; Proximity-based Services (ProSe) Charging".

[38] 
3GPP TS 32.278: "Telecommunication management; Charging management; Monitoring Event charging".

[39]
Void.

[40]
3GPP TS 32.280: "Telecommunication management; Charging management; Advice of Charge (AoC) service".

[41]
3GPP TS 32.281: "Telecommunication management; Charging management; Announcement service".

[42] - [49]
Void.

[50]
3GPP TS 32.299: "Telecommunication management; Charging management; Diameter charging application".

[51- [52]
Void.
[53]
3GPP TS 32.296: "Telecommunication management; Charging management; Online Charging System (OCS) applications and interfaces".

[54 - 55] 
Void.

[56]
3GPP TS 32.293: "Telecommunication management; Charging management; Proxy Function".
[57] - [99]
Void.
[100]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[101]
3GPP TS 22.115: "Service aspects; Charging and billing".

[102-199]
Void.

[200-203]
Void.
[204]
3GPP TS 29.229: "Cx and Dx Interfaces based on the Diameter protocol; Protocol Details".
[205-299]
Void.

[300-399]
Void.

[400] 
Void.

[401]
IETF RFC 3588 (2003): "Diameter Base Protocol".
[402]
IETF RFC 4006 (2005): "Diameter Credit-Control Application". 
[403] - [411]
Void.
[412]
IETF RFC 6733: "Diameter Base Protocol". 
[413]
TR 29.819 Study on Impacts of the Diameter Base Protocol Specification Update.
	Next change


6.
Solutions for Key issues
6.1
General  
Any solutions should conform to IETF RFC 6733 [412] Diameter extensibility rules: 

  "However, a new Diameter application MUST be created when one or more

   of the following criteria are met:

     M-bit Setting
      An AVP with the M-bit in the MUST column of the AVP flag table is

      added to an existing Command/Application. An AVP with the M-bit

      in the MAY column of the AVP flag table is added to an existing

      Command/Application."
Therefore, it is not allowed to introduce new AVPs with M-bit set (MUST or MAY column):

-
 in Rf as it is defined up to Rel-14: Rf reuses IETF RFC 3588 [401] (and RFC 6733 [412]) Diameter Base Protocol Accounting ACR/ACA commands and application (application Id =3).
-
 in Ro as it is defined up to Rel-14: Ro reuses IETF RFC 4006 [402] Diameter Credit-Control Application CCR/CCA commands and Authentication application (Auth-Application-Id = 4). 
	Next change


6.2
Solution #1: M-bit set for new IEs and New Application 
6.2.1
Description
When a new functionality is specified, which needs new IEs to be introduced over Ro/Rf, and these IEs are determined as "mandatory to be supported by the receiver" to ensure proper charging functionality, the corresponding new AVPs are created with M-bit set "MUST", and new Applications are created:

-
New Auth-Application-Id value for Ro

-
New Acct-Application-Id value for Rf   
6.2.2
Key issues covered
6.2.3
Evaluation

	Next change


6.3
Solution #2: Supported-feature mechanism.  
6.3.1
Description
The supported feature mechanism is based on Supported-Features AVP which is specified in TS 29.229 [204], and used by other 3GPP Diameter applications for non-charging interfaces. It allows a Diameter Application-level negociation of supported features, so that Diameter application can be extended with features in a backward compatible manner. It also avoids the situation with M-bit cleared, when a receiver silently ignores an AVP whereas the sender assumes the AVP is processed.
When a new functionality is specified, the set of IEs introduced, associated to this functionality correspond to a set of AVPs which, for part of them are mandatory to be supported by the receiver, and others can be ignored by the receiver if not supported. 
All the new AVPs are created with the M-bit "MUST" to be cleared, except the "Supported-Features AVP".   

In offline/online charging, each request initiation (ACR [Start], CCR [Initial]) is sent with the new IEs (AVPs) associated to the new functionality. This request includes the "Supported-Features AVP" containing the "new Feature". 
Editor's Note: whether the "new Feature" is identified as per TS 29.229 [204] is FFS.
In case the charging server (CDF/OCF) supports the "new Feature", this new feature is processed, and the charging server includes the Supported-Features AVP with the "new Feature" in the answer to indicate to the CTF this feature is supported. 
In case the charging server (CDF/OCF) does not support the "new Feature", two cases:

-
The "Supported-Features AVP" containing the "new Feature" was sent with M-bit set (i.e. required to be supported by the receiver):  the charging server rejects the request with DIAMETER_ERROR_FEATURE_UNSUPPORTED or similar error to be created. 
-
The "Supported-Features AVP" containing the "new Feature" was sent with M-bit cleared (i.e. optionally to be supported by the receiver): the charging server accepts the request and answers by indicating the feature was ignored.
Editor's Note: whether the complete set of features supported by the receiver (beyond those included in the request), is returned to the client as per TS 29.229 [204] is FFS 
Editor's Note: Full Supported-Features mechanism as per TS 29.229 [204] by the solution is FFS.

6.3.2
Key issues covered

6.3.3
Evaluation

	End of changes


